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# はじめに

本書では、「PCプロテクション」を利用する際の操作方法や機能等について説明します。

# 動作環境

以下では、本製品の動作用件について説明いたします。

## 対応OS

Windows Vista(32bit/64bit)　全エディション

Windows 7 (32bit/64bit)　全エディション

Windows 8/8.1(32bit/64bit)　全エディション(ARM CPUは未対応)

Windows 10(32bit/64bit)　全エディション(ARM CPUは未対応)

※ 各OSは、最新のサービスパックの適用をお願いします。

## 対応ハードウェア

プロセッサー　　Intel Pentium4 2GHz以上

メモリ　　　　　1GB以上(2GB以上推奨)

ディスク　　　　1.2GB以上の空き容量

# 製品

1. **製品機能**

基本的にはインストール後、そのままで有効な製品となっており、特に設定等をして頂く必要はありません。自動的にパターンファイルが更新され、ウイルスから保護されます。

設定メニューやツールをご利用頂く場合は、タスクトレイのF-Secureアイコンかデスクトップのアイコンをクリックします。





1. **製品管理画面**
	* リアルタイムスキャン等のアンチウイルス機能を管理する「Computer Security」
	メイン画面から設定をおこないます。



## 「Computer Security」

**1)「Computer Security」メイン画面**

「ステータス」：製品のトップ画面です。

「設定」ボタンから詳細設定画面が開けますが、通常は利用しません。



* + 「ツール」：各ツール類の利用画面となっており、通常はこちらを利用します。
	+ 「統計情報」：ウイルス検知数等がグラフで閲覧できます。



**2) 「ツール」メニュー**



 **3) 「ツール」メニュー – 詳細スキャン**



マニュアルスキャンが実行されます。

完全スキャンが実行されます。完全スキャンは、通常のスキャンでは検知できない、ルートキットという隠蔽されたウイルスまで検知する仕組みです。

ツールをダウンロードし、高度なウイルス対策スキャンを実行します。

マニュアルスキャンの詳細設定画面を開きます。

**4) 「ツール」メニュー :アプリケーションの権限**

ディープガードで分析されたアプリケーションの一覧が表示されます。
同画面から、誤ってブロックに登録してしまったアプリケーションを削除することができます。



**5)「ツール」メニュー：隔離保存**

ウイルスの検知後、隔離保存されたものが一覧で表示されます。

「復元」ボタンから元の状態に復元することができます。

リアルタイムスキャン、マニュアルスキャンの対象から除外したファイルを表示。

除外から対象に戻したい場合は、選択し、削除をクリックします。



**6)「メニュー」メニュー：Windowsファイアウォールの設定**

Windows OS 標準のファイアウォール設定画面が開いて、OS側のファイアウォールの設定を利用します。



**7)「ツール」メニュー：更新**

パターンファイルの更新を実行できます。

通常は自動で更新されるので、この機能を利用する必要はありませんが、パターンファイルの更新ができない場合等の切り分けにご利用頂けます。



[詳細]を表示をクリックすると下記情報が表示されます。



**8)「ツール」メニュー：すべてのセキュリティ機能を無効にする**

トラブルシューティング時の切り分けの為に、一時的にすべてのセキュリティ機能を無効にすることができます。アンロードとも言います。アンロードした後は、デスクトップかシステムトレイ上の「F-Secure」アイコンをクリックすると有効化されます。





****

****

「有効にする」を

クリックすると有効化されます。

**9)「F-Secure」メニュー**

システムトレイのアイコンを右クリックするとメニューが表示されます。



F-Secureのウェブサイトが表示されます。

ゲームモードのON/OFF切り替えます。

最新のパターンファイルの更新を行います。

製品のアップグレードや期限切れメッセージ等が表示されます。

イベントを表示します。

共通設定画面を表示します。

製品のビルド番号を表示します。

　メイン画面の[？]をクリックするとメニューが表示されます。

****

ヘルプを表示します。

サポートページを表示します。

ライセンスキー情報を表示します。

バージョン情報を表示します。

**10)「F-Secure」メニュー：共通の設定 - ライセンスキーコード**

「ライセンスキーコード」をクリックすると製品で使用されているライセンスキーが表示されます。ライセンス認証がうまくいかない等の問題をお問い合わせ頂く場合には、あらかじめライセンスキーをご確認の上、お問い合わせください。



**11)「F-Secure」メニュー：共通の設定 - プライバシー**

「プライバシー」をクリックすると、Security Cloudへの匿名データ提供についての許可/拒否の設定が変更できます。Security Couldに参加した場合も、個人が特定される情報は送付されることはありません。



**12)「F-Secure」メニュー：共通の設定 - IDコード**

お客様に付与されたアカウントIDと、ご利用のデバイスのデバイスIDが表示されます。サポートセンターにお問い合わせ頂く際にご連絡ください。



**13)「F-Secure」メニュー：共通の設定 - アップデート**

インストール製品のアップデート状況が確認できます。

****

**14)「F-Secure」メニュー：共通の設定 - 接続**

インターネットへの接続方法を設定できます。常時接続環境であれば特に設定変更の必要はありません。プロキシを利用する必要がある場合も、基本的にはブラウザの設定を参照する設定（デフォルト設定）で問題ありません。



[設定]クリックすると、HTTPプロキシの設定を行うことができます。

****

**15)** **「F-Secure」メニュー：共通の設定 - インストール済みのアプリケーション**

デバイスにインストールされているアプリケーションを確認できます。



**16)メイン画面の設定**

同画面は上級者用のメニューとなっており、通常、使用する必要はありません。基本的には、特定の環境での使用や、アプリケーションとの競合を避ける目的で、幾つかの機能を無効化したり、トラブルシューティング時に切り分けに用いられたりするものと理解ください。[設定]をクリックすると詳細設定画面が表示されます。



**17)設定：ウイルス保護**

リアルタイムスキャンの設定を行えます。



弊社製品は検知したウイルスを自動的にブロックしますが、ブロックした後、そのファイルを自動的に処理します。
ファイルの種類・状態により、自動的に以下の処理が選択されます。

削除：トロイの木馬などの不正なファイルは原則として削除されます。
駆除：マクロウイルスなどについては、駆除されます。
隔離保存：ウイルスの恐れのあるファイルを、動作できない領域に隔離します。

メールの添付ファイルをスキャンして、不正なファイルを削除します。

**18)設定：ウイルス保護 - スキャンからファイルを除外する**

ウイルススキャンの対象から特定のファイルやフォルダを除外することができます。



**19)設定：リアルタイムスキャン - 隔離保存したファイルを表示する**

ウイルスの検知後、隔離保存されたものが一覧で表示されます。「復元」ボタンから元の状態に復元することができます。



**20)設定：ディープガード**

未知のウイルス対策機能である、ディープガードの設定を変更できます。



ふるまい検知によりプログラムの不審な動作が検出されると、警告メッセージを表示します。

エクスプロイト(脆弱性を悪用した攻撃)が検出されると、警告メッセージが表示されます。

不正なプログラムが、外部と通信しようとしている恐れがある場合に警告メッセージを表示します。

有効にすると、特定のアプリケーションに対する常時監視を解除します。

ディープガードで監視、検出されたプログラムの一覧を表示します。す。

**21)設定：ファイアウォール**

ファイアウォールの設定を変更できます。



WindowsOS標準のファイアウォール設定画面が開きます。

HTTPのトラフィックをスキャンして、危険なファイルが検知された場合は、ダウンロードをブロックします。

**22)設定：マニュアルスキャン**

マニュアルスキャンの設定を変更できます。



チェックを外すと対象フォルダ/ディスク内のすべてのファイルをスキャンします。

圧縮ファイルのスキャンには、通常ファイルのスキャンよりも多くの時間が掛かるので、大量のファイルのスキャンする必要がある場合などにチェックをはずします。

ふるまい検知が有効になりますが、スキャン処理に時間が掛かります。通常は使用せず、ウイルス感染が疑われる場合などに利用します。

リアルタイムスキャンの設定と同じ利用方法になります。

**23)設定：スケジュールスキャン**

日時を指定して、マニュアルスキャンを実行することができます。



## 「サポートサービスのご案内」

■製品サポートページ

http://www.catv-web.jp/pscs\_faq/

「FAQ」に直接アクセスできます。

FAQ には、よくある質問とその解決策が項目別にまとめられています。

「エフセキュア PCプロテクション」を使っていて困ったときは、まずはFAQをご覧ください。

■サポートサービス

「製品サポートページ」や「オンラインヘルプ」で問題を解決できない場合は、

電話またはメールで、ご契約のインターネットサービスプロバイダーまでお問い合わせください。

■メールでのお問合せ

「エフセキュア PCプロテクション」をご使用中、なんらかのトラブルがあった場合は、トラブルの内容を記載したメールに「診断情報（fsdiag）」を添付して、サポートセンターへ送信してください。

「診断情報（fsdiag）」は、以下の手順で自動作成できます。

* + 1. Windowsの[スタート]ボタンから、［全てのプログラム（アプリ）］→

［F-Secure］→［F-Secureサポートツール］クリック。

* + 1. 「診断ツールを実行」をクリックします。(処理に時間がやや掛かります)
		2. 終了メッセージで［閉じる］ボタンをクリックします。
		3. デスクトップに「診断情報（fsdiag）」が作成されます。

トラブルの内容を記載したメールに「fsdiag」を添付してサポートセンターへ送信してください。